Crnenyet 0co00 MOMYEPKHYTH, YTO METOJ COXPAHIET CBOKO aKTYAIBHOCTH JJAXKE MPU U3MCHEHUH TaKTUK
COLMAIbHON WH)KEHEPHH, TaK KaK TO3BOJISET OMEPaTUBHO aJalTHPOBATH BECOBBIE KOA(D(MUIIMEHTH U Ta-
pamMeTphl OLEHKH. JTO JENaeT ero YHWBEPCATbHBIM WHCTPYMEHTOM I OOECIeYeHHsS KOPIOPATHBHOMN
0€30MMacCHOCTH B YCJIOBUSAX ITOCTOSHHO ABOJIOMUOHUPYIONIUX YIPO3.
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METO/bI OBHAPYKEHUSA U TIPEJOTBPAIIIEHUA KUBEPATAK
HA CUCTEMBbI TEJJEMEXAHUKH U SCADA

. H. BOJIONHH
Capamosckuii cocyoapcmeentblil mexuuyeckul ynusepcumem um. I acapuna 10. A.,
Poccuiickaa @edepayus

CoBpemenHbIe cucTeMbl TeneMexaHuk 1 SCADA sBISIOTCS KITIOUEBBIMH DJIEMEHTaMH WHPPACTPYK-
TypBl B BHEPreTUKE, TPAHCIOPTE, IPOMBIIIICHHOCTH M APYTUX KPUTHUECKH Ba)KHBIX oTpacisix. VX rias-
Has 33j7a4a — yIpapjeHHe TeXHOJIOTHYECKHMMH MpoIlecCaMy B pealbHOM BPEMEHH, YTO MpPEeIosaraeT Bbl-
cOKHe TpeOoBaHMs K HAAEKHOCTH U OTKA30yCTOHUMBOCTH. HO MMEHHO 3TH CHCTEMBI B IOCIICIHUE TOJIBI
BcE yalle CTaHOBATCS OOBEKTOM LieJIeHaNpaBIeHHbIX Knubepartak. [IpuunHbl MOHATHBI: BBIBOA U3 CTPOS Ta-
KOH crcTeMbl CLIOCOOCH BBI3BAaTh HE TOJIBKO SKOHOMHYECKHH yIIepO, HO U CEephE3HBIE COLMANBHBIE U KO-
JIOTUYECKHE MOCTIEICTBUS.

Yszsumocts SCADA-cucTeM BO MHOTOM CBsI3aHa C UX HCTOPHUYECKUM Hacieauem. [lepBbie mokoiie-
HUS TAKUX PELICHUH MPOEKTHPOBAINCEH B YCIOBHUAX W30JUPOBAHHBIX ceTel, 0e3 yuéTa COBPEMEHHBIX Tpe-
OoBanmii kK nHGOpMaIMoHHOW Oe3omacHocTH. Mcnonb3yemsbie npotokoisl — Modbus, DNP3, IEC 60870-5-
104 — w3HauanbHO HE MpPEATOoJIarajd BCTPOCHHYIO ayTeHTU(UKAIMI0 WK mudpoBanue. [Ipu nogxmoye-
HUM 3TUX CHCTEM K KOPIIOPAaTHBHBIM M BHEIIHUM CETSM BO3HHKIJIA HOBAasl MOBEPXHOCTb aTaku, KOTOPOU
aKTHBHO MOJIb3YIOTCS 3J0yMBIIUIEHHUKH. V3BecTHBIE TpUMeEpBI, Takue Kak Stuxnet nim BlackEnergy, xo-
rna BpeaoHocHoe [1O mpsMo Bo3neiicTBOBao Ha 000pYyJOBaHHE aBTOMATHKH, MOKA3aJId KIACCHUYECKHE
CpeZAcTBa 3aluThl KopropatuBHbIX W T-ceTell He Bceraa NpUMEHMMBI K TEJIeMEXaHHUKe, Te IJIaBHas LEeH-
HOCTb — HEIIPEPBIBHOCTH TEXHOJIOIMYECKOTO Ipoliecca.

st ToBbIIIeHUsT 0€30MaCHOCTH KPUTUYECKA BAKHO MCIIONB30BaTh KOMILIEKCHBIH Moaxo. [lepBbiit
OJI0K — 9TO MeTO/BI OOHApYKeHUs atak. Ha mpakTHKe IPUMEHSIOTCS IBa OCHOBHBIX HANPaBJICHUS: CUTHA-
TypHbIE U oBeneHueckue. CUrHaTypHbIe CUCTEMbI 0a3upyroTcs Ha 06a3e N3BECTHBIX 00pa3loB aTakK M M03-
BOJISIFOT OBICTPO BBISBIIATH MOBTOPSIONIHECs clieHapuu. VX ciabocTh — HEBO3MOXKHOCTH MPOTHBOCTOSTH
HOBBIM, €III€ HE ONMMCAaHHBIM yrpo3aM. IloBeneHueckre MeTO bl OIMPAIOTCS Ha aHaJIN3 aHOMaJIHMH B Tpadu-
Ke U pabote ycTpoicTB. Hanpumep, BHe3aIHOE yBEIMYEHNE YHCIIa KOMaH Ha BKIIIOUEHUE WM PE3KOE OT-
KJIOHEHHE TeJIEMETPUH OT CTATUCTHYECKHX HOPM MOTYT OBITh CUTHAJIOM O BTOP>KEHHHU.

Hust bopmanuzanyu mogo0HBIX METOJIOB YacTo MpuMensiercs suTponus [lleHHOHa, KoTOpas u3MepseT
YPOBEHb HEONPEACIEHHOCTH B CETEBOM TpadHKe:

H(X)=§"l|o<xi)log2 p(x),

rae P(X;) — BEpOSTHOCTH TOSIBICHUS COOBITHS X; (HApHMep, ONMpeaesiEHHOro THIa mmakeTa). [Ipu pe3kux
W3MEHEHUSIX SHTPOIHMH CETEBOr0 TpaduKa CUCTEMA MOXKET 3a(pMKCHPOBaTh MOJO3PUTENBHOE OBEACHHUE.

CoBpeMeHHBIE TTOAXO0IbI UCTIONB3YIOT M MAIIMHHOE 00y4YEeHHE: CTPOATCS MOJETH HOPMAIbHOM paboThI
YCTpPOMCTB, TIOCJIE YeTO BBIYUCIIAETCS OMIMOKa MporHo3a. Eciy oHa mpeBbIIaeT 3aJaHHbIi MOpor &, TeHe-
pUpyercs TpeBora:

‘yreal ~ Ypred ‘ > &
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Bropoii 6110k — npegoTBpaieHue atak. BHeapeHne mugppoBaHus KaHAJIOB CBS3H M CTPOTON ayTeHTHU-
(uKaIyu moap30BaTeNeil CHUKAET PUCK TIepexBaTa U MOJMEHbI KoMaH 1. [IpakTHKa MOKa3bIBaeT, YTo Jaxe
BHeJ[peHune mpocThix Mexanu3MoB TLS u VPN 3HaunTensHO MOBHIIIIAET yPOBEHD 3aIUTHL. D (HEKTUBHBIM
CPEICTBOM CTAHOBUTCS CETMEHTAIUS CETU: BBIJCICHHE TEXHOJOTHYECKOH YacTH WH(PPACTPYKTYPHl H
OTPaHUYCHHUE B3aUMOJICHCTBUS C BHEITHUMH CHCTEMaMH Yepe3 CTPOro KOHTPOJIMPYEMbIC MUTIO3BL. 3/1eCh
e HaxXOJUT TMpUMEHeHHe KoHuenus Zero Trust, Ipu KOTOPO#l ga)ke BHYTPEHHHE Y3JIbI HE CUHTAIOTCS
aTnpUOPH JOBEPESHHBIMH, a KaX/IbIH 3aIIPOC MPOXOIUT POBEPKY.

Kpome Toro, B IpOMBINIICHHON KHOEpOE30IaCHOCTH MPUMEHSIFOTCS] KOJIMYSCTBEHHBIC METOIBI OIICHKH
pucka. O1eHKa prcka onpeaesnsercs mo Gopmyse

R=PI,

rae R — puck; P — BEpOSTHOCTH peayu3aliu yrpo3sl, | — moTeHuanbHbIi ymepo (Impact). Takoit mogxon
MO3BOJISIET TPUOPUTU3UPOBATH PECYPCHI, HAIPUMED aTaka ¢ HU3KOH BEPOSITHOCTHIO, HO BHICOKHUM yIIepOoM
(BBIBOJI M3 CTPOS ANEKTPOCTAHIMK) OyAeT WUMETh MPHOPUTET BBIIIC, YeM 4acTasi, HO Majo3HauuTeIbHas
yrposa.

He menee BakHO BHeOpeHHE CPEICTB pearvupoBaHus U BoccTaHOBIEHHs. [10HOCTBIO MPEIOTBPATUTE
aTaKd HEBO3MOXXHO, HO MOKHO MUHHUMH3HUPOBaTh yiiepo. PerynspHeie pe3epBHbIC KOMTMN KOH(DUTYpAIHiA,
3apaHee MOArOTOBJICHHBIC IIaHbl PearnpoBaHus U OTPAOOTaHHBIE CLIEHAPUH NIEPEKIII0UEHHSI HA Pe3ePBHBIC
KaHaJIbl CBS3U TO3BOJISIIOT OBICTPEE BOCCTAHABIMBATHCS MOCHIE MHUUACHTA. ONBIT MHOIMX KOMIIAHUH MO-
Ka3bIBa€T, YTO UMEHHO FOTOBHOCTh K MHIUACHTAM OIpEAENseT peajbHble MMOTepH, a HE TOJIBKO YPOBEHb
MPUMEHSIEMBIX 3aLUTHBIX TEXHOJOTHH.

OTnenpHO CTOMT MOAYEPKHYTh POJIb CTAaHAAPTHU3ALMH. MeXIyHapoIHbIE NOKYMEHTHI, TaKue Kak
IEC 62443, 3anatoT pamMku 1o obecrneyeHnto 6e30MacHOCTH AJIsl MPOMBIIUICHHBIX cucTeM. X TpeboBaHus
BKJIIOUAIOT YIIpPaBJIEHUE YSA3BUMOCTSIMH, KOHTPOJIb JOCTYIIA, YIIPAaBIE€HUE U3MEHEHUAMH, ayAuT JeicTBUN
orneparopoB. CiiegoBaHHE 3TUM CTaHIapTaM 00ecreyrBaeT eIUHbBIN ypOBEHb 0€30MacHOCTH Ha BCEX 3Ta-
nax >KMU3HEHHOT'0 LIUKJIa — OT IPOCKTUPOBAHMS A0 SKCILTyaTaLIH.

Takum 00pazom, MeTO/IbI OOHAPYKEHUSI U MPEJOTBPAIICHUs] KHOepaTak Ha CHCTEMBI TEIEMEXaHUKH U
SCADA nomxHBI IPeACTaBIATh cO00M HEe HAOOp Pa3pO3HEHHBIX PEIICHHH, a HEeNOCTHYIO cTpaTeruto. OHa
BKJIIOYAae€T MOHUTOPHHI U aHAIN3 Tpaduka, IPUMEHEHNE aHOMAIUHHBIX U CUTHATYPHBIX JIETEKTOPOB, Op-
TaHU3aIMIO 3AIIUIIEHHBIX KAHAJIOB CBSI3M, CETMEHTAIMIO CETeH U MOCTOSHHYIO TOTOBHOCTh K MHITUICHTAM.
Tonpko coueTaHne TEXHUUECKUX, OPTaHU3AMOHHBIX U HOPMATHBHBIX MEp CIIOCOOHO 00ecTeyuTh yCTOM-
YMBOCTb CUCTEM, KOTOPBIE JIEKaT B OCHOBE COBpeMeHHOH HHppacTpykTypsl. bezonacaocts SCADA — 310
HE BOIIPOC OTJENBHOTO MPOAYKTa MM TEXHOJIOTHH, & HEMIPEPBIBHBIN MpoIlecc, B KOTOPOM JIOJIKHBI y4acT-
BOBATh KaK MH)KEHEPHI, TaK M CHEIHUANUCTHI 110 KHOepOe30MacHOCTH.
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craumaptoB ISO/IEC 270xx, mpunstas MexayHapoaHoil opraHu3zamued mo cranaaptusanuu 1SO
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